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KeePass Sync & AutoFill

Your passwords, your file, your control.

No subscription. No cloud lock-in.
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Most password managers weren't built for the

Subscription Fatigue Proprietary Lock-In Cross-Platform Compromise

S36-5S60 per year, every year. Password managers have Your credentials trapped in a vendor's cloud. Switching Built for every platform means optimized for none.

become another recurring bill that never ends. means starting over. Your data isn't really yours. Apple-native APIs like Secure Enclave go unused.



Your passwords, your file,
your

A native password manager for Apple built on the open KeePass format.
One purchase covers iIPhone, iPad, and Mac. No subscription. No account

required. No cloud dependency.
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APPLE NATIVE

Deep Platform Integration

Built exclusively for Apple using native frameworks and hardware APIs.

Biometric Unlock with

Face ID & Touch ID

Face ID & Touch ID O Secure Enclave 47 System AutoFill
Biometric unlock via the LocalAuthentication Hardware-isolated coprocessor with dedicated AES engine. Keys Native Credential Provider Extension for Safari,
framework. Master password stored in hardware- never leave the chip. Anti-replay counters prevent extraction. Chrome, Firefox, and all apps. Override URLs for

backed Secure Enclave keychain. custom domain matching.

HARDWARE SECURITY

LOCALAUTHENTICATION ASCREDENTIALPROVIDERVIEWCONTROLLER

iCloud Drive Sync O’é Passkeys (WebAuthn) [:] Universal Purchase

Seamless sync across all Apple devices via iCloud Store and manage passkeys alongside passwords. Single purchase for iPhone, iPad, and Mac. Full keyboard shortcuts,

Drive. Smart entry-level merging with side-by-side Compatible with KeePassXC passkey format for cross- drag & drop, and native Mac sidebar on macOS.

conflict resolution. platform interoperability.

UNIVERSAL APP

ICLOUD DRIVE API AUTHENTICATIONSERVICES




AES-256 / CHACHA20
Encryption

Industry-standard encryption. Choose AES-256 or
ChaCha20 to protect your vault.

SECURITY

Security You Can Verify

Built on proven, open standards. No proprietary encryption.

9

ARGON2D / ARGON2ID SECURE ENCLAVE
Key Derivation Hardware-Backed
Memory-hard key derivation makes brute-force attacks Master password stored in Apple's hardware-isolated
computationally impractical. Secure Enclave keychain.

Zero Data Collection
No analytics. No telemetry. No crash reports. No third-party SDKs. No advertising |Ds. Nothing.

100% COVERAGE
Fully Tested

Every line of code tested and verified. Full coverage

means confidence in reliability.



OPEN FORMAT

| ‘o LOCk 'n COMPATIBLE WITH
&
SS eePassDX Strongbox
Eve' ® KeePass KeePassXC KeePassD

: ; T : . and every KeePass-compatible app on every platform
Your vault is a single encrypted file in the open KeePass KDBX 4 format. Back it up, move it, or ’ . o o

open it in any compatible app on any platform.

FILE FORMAT

KDBX 4

Entry history, custom fields, attachments, group hierarchy, custom icons, and recycle bin are

fully supported. Nothing is lost, nothing is proprietary.

"Your data belongs to you, not to us."
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Why Feature PanicVault

What makes PanicVault a perfect fit for the App Store.

Deep Apple API Integration . Privacy as a Core Value

Uses Secure Enclave, LocalAuthentication, ASCredentialProviderViewController, iCloud Drive, and Zero data collection. No analytics, no telemetry, no third-party SDKs. Aligns with Apple's privacy-first
AuthenticationServices — not a cross-platform wrapper. philosophy.

Passkey Support (WebAuthn) Offline-First Architecture

Supports the next generation of authentication that Apple is actively promoting across the ecosystem. Every feature works without internet. Cloud sync is optional. The app works perfectly in airplane mode.
Universal Purchase Open Standard, No Lock-In

One purchase covers iPhone, iPad, and Mac. Native experience on each platform with full keyboard shortcuts Uses the open KeePass KDBX 4 format. Users are never trapped. Data portability is a first-class feature.
on Mac.

Secure AutoFill Credentials Biometric Unlock with Password & Passphrase Built-in 2FA Organize with
Password Manager in Safari Face ID & Touch ID Generator Authenticator Groups & Tags
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Get Panic

One purchase. All your devices. No subscription.
& Download on the App Store

Universal Purchase - iPhone - iPad - Mac
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